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1	Decision/action requested
It is proposed to accept the key issue in 33.741 
2	References
[1]	3GPP TS 33.501 " Security architecture and procedures for 5G System".

3	Rationale
Reauthentication during the handover is required when UE moves from 4G to 5G. In this case, how UE shall generate mapped KAMF from KASME during mobility from 4G to 5G. But it is not clear how the UE shall generate the KAUSF in this scenario. pCR proposes to add a key issue to study solutions to meet this requirement.
4	Detailed proposal
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Editor's Note: This clause contains all the key issues identified during the study.
[bookmark: _Toc63086483]5. X	Key Issue #XX: Reauthentication during the handover.
5.X.1	Key issue details
3GPP TS 33.501[XX] clarified how UE should generate mapped KAMF from KASME during mobility from 4G to 5G. But it is not clear how the UE shall generate the KAUSF in this scenario. The home network triggered primary authentication is required for UDM to request a re-authentication procedure from HPLMN to UE for refreshing the KAUSF during the primary authentication.
5.X.2	Security threats
Without HPLMN triggered reauthentication during the mobility scenarios, KAUSF , anchor key in HPLMN will not be regenerated.
5.X.3	Potential security requirements
3GPP system shall provide means for primary authentication triggered by the home network during mobility scenarios from 4G to 5G.
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